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Abstract—Internet of Things (IoT) networks are expected
to be a key enabler technology for smart cities, due to their
ability to offer real-time monitoring. In this work, we propose
a novel medium access control (MAC) protocol, inspired by the
synergy of slotted ALOHA and hybrid automatic repeat request
with code combining (HARQ-CC), termed as code combining
slotted ALOHA (CCSA), to improve the performance of IoT
networks with multiple randomly deployed sensors. Specifically,
we provide analytical closed-form expressions for the network’s
outage probability as well as for its average throughput when
CCSA is applied. Finally, we provide simulation results that
reveal the authenticity of the derived expressions and reveal the
capabilities of HARQ-CC to significantly improve the network’s
performance when the sensors’ access is based on a random
access scheme.

Index Terms—Hybrid automatic repeat request (HARQ), IoT
networks, Random access, Stochastic geometry, Wireless sensor
networks

I. INTRODUCTION

Internet of Things (IoT) networks are foreseen as an integral
part of future digital societies, due to their capabilities to
sense the physical environment through a massive number
of sensor nodes [1]. However, to enhance the IoT networks’
maintainability, it is of significant importance to reduce the
sensors’ energy consumption, without degrading the network’s
performance. Therefore, novel communication methods can be
proposed that assist in successful data reception from a large
area of randomly deployed sensors that transmit with as low
power as possible.

The quality of service (QoS) of an IoT network can be
significantly enhanced in an energy-efficient manner through
error control protocols. In this direction, the hybrid automatic
repeat request protocol with code combining (HARQ-CC)
is able to achieve reliable data transmission by exploiting
retransmissions and frame combining [2]. Considering the
capabilities of HARQ-CC in IoT networking, the authors in
[3] optimized the performance of a HARQ-CC-enabled single-
sensor network in the context of short-packet communica-
tion with energy constraints. Furthermore, in [4], the outage
performance as well as the average throughput of a single-
sensor scenario supported by a UAV-mounted reconfigurable

intelligent surface (RIS) has been examined, while the authors
in [5] characterized the age-energy trade-off for a single-sensor
IoT monitoring system that applies HARQ. Nevertheless, the
above works provide insights only for the case where the
sensors are orchestrated to transmit in an orthogonal way,
which is quite unrealistic as it requires accurate coordination
among many randomly deployed sensors [6]. To this end,
random access (RA) and especially slotted ALOHA (SA) have
been proposed as a more appropriate way for multiple access
in IoT networks, as it provides low latency communications
with reduced need of accurate orchestration of the sensors’
transmission process [6]. However, to the best of the authors’
knowledge, no work exists that investigates the performance
of a HARQ-CC assisted IoT network that applies a random
access protocol for the sensors’ access.

In this work, we quantify the performance of an IoT network
that consists of multiple sensors that are randomly deployed
within a circular disk. In particular, after providing closed-
form expressions for the outage performance of a single
randomly distributed sensor that employs HARQ-CC, we
investigate the performance of a network of multiple sensors
that applies a HARQ-CC-based SA (CCSA) protocol. The
performance of the considered network is assessed in terms of
both outage probability and average throughput. Simulations
illustrate that HARQ-CC is able to significantly enhance the
network’s performance, when a RA protocol is applied.

II. SYSTEM MODEL

A. IoT Network Overview

We consider a set of S single-antenna IoT sensors that are
uniformly distributed within a disk of radius R and an access
point (AP) located at the disk’s center, that collects the sensors’
data. To increase the maintainability of the IoT network by
expanding the sensors’ lifetime, it is assumed that they use
ultra-low power Pt for their transmissions. Hence, the received
signal Y at the AP can be modelled as

Y =
√

lpGPthx+ w, (1)

where x is the transmitted signal whose energy is assumed
to be equal to one, i.e., E[x2] = 1 with E[·] denoting the
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expectation of a complex number, and w is the additive white
Gaussian noise with zero mean and variance σ2. Moreover,
G = GtGr is the product of the AP and the sensors antenna
gains, h corresponds to the complex coefficient of the n-
th sensor-AP channel, and l describes the channel’s path
loss which can be expressed as lp = C0d0

ad−a, where C0

denotes the path loss at the reference distance d0, d is the
distance between the n-th sensor and the AP, and a is the
path loss exponent. Additionally, by taking into account that
the sensors are uniformly distributed within a disk with radius
R, it is assumed that d is a random variable (RV) with
probability density function (PDF) equal to fd(x) =

2x
R2 [7].

We also assume that |h| is an RV following the Nakagami-
m distribution with shape parameter m and spread param-
eter Ω. Therefore, the instantaneous received SNR γr for
the presented communication scenario can be described as
γr = γt GC0 d0

a d−a |h|2 with γt =
Pt

σ2 denoting the transmit
SNR and the RV |h|2 following the gamma distribution with
shape parameter k=m and scale parameter θ = Ω

m [8].

B. HARQ-Code Combining (HARQ-CC)

Given that sensor placements are unpredictable and they
work as minimal power emitters, we need new strategies for
dependable links to a vast number of randomly deployed IoT
nodes. In this direction, by applying HARQ-CC, after a failed
transmission attempt, the AP can store the erroneous decoded
frame and send a non-acknowledgment (NACK) message to
the transmitting sensor. After the reception of the NACK mes-
sage, the sensor will retransmit its frame instead of dropping
it. Once the frame is retransmitted, the AP can combine it with
the stored one through maximum ratio combining (MRC) and
then attempts to decode the combined frame. Hence, for the
case where HARQ-CC is applied, the instantaneous received
SNR after l transmission rounds is given as

γr = Φd−a
l∑

i=1

|hi|2, (2)

where we define Φ = γtGC0d0
a and |hi|2 is the i-th trans-

mission round channel gain. It is important to acknowledge
that, for a given message, the quantity of transmissions is
bounded by a pre-established maximum value. This limitation
is implemented to ensure that the IoT network maintains an
acceptable level of latency. Furthermore, channel coefficients
hi are assumed to be independent and identically distributed.

C. Code Combining Slotted ALOHA (CCSA) Protocol

A popular RA protocol that has been proposed for future
machine-to-machine communications is SA, which is char-
acterized by extremely low complexity [6], [9]. In SA, the
following characteristics are observed: fixed-length packets are
transmitted, the transmissions are synchronized at the initiation
of each slot, and the duration of the slots is determined by
the transmission time of the packets. However, when two
sensors try to access the same slot, a collision event occurs,
resulting in the system’s outage. To this end, by taking into
consideration the capabilities of HARQ-CC, we propose the

CCSA protocol to devise a novel multiple access scheme
that enjoys an increased probability of successful decoding
due to packet retransmissions. In more detail, during any
time slot of CCSA, each device can be in: i) the idle state,
which describes the state when the device has no package
for transmission, ii) the transmission state, denoting the active
transmission of a packet by a device, regardless of whether
the transmission is successful or unsuccessful, and iii) the
retransmission state wherein a device awaits the opportunity
for packet retransmission in a subsequent time slot. It should
be mentioned that we assume that no erroneous transmissions
of NACK messages occur, the number of transmission round
cannot exceed a predefined threshold l, and for the case where
l = 1, then CCSA coincides with SA.

III. PERFORMANCE ANALYSIS

In this section, we present closed-form analytical expres-
sions that provide meaningful insights for IoT networks im-
plementing CCSA. We assess three crucial performance indi-
cators for the IoT network in question: i) the outage probability
for a random sensor using HARQ-CC, ii) the overall network’s
outage probability, and iii) the average network throughput.

A. Outage probability of a single-sensor scenario with HARQ-
CC

As aforementioned, an efficient way to reduce the outage
events that occur within a communication network is through
HARQ-CC. Specifically, to maintain an acceptable latency, the
truncated version of HARQ-CC is considered, i.e., the number
of retransmissions is limited to a maximum of l.

Proposition 1: The outage probability Po,l after l HARQ-
CC transmission rounds of a single-sensor scenario where the
sensor are assumed to be uniformly distributed within a disk
of radius R can be expressed as

Po,l = 1− 2

aR2

Å
θ

Φ̃

ã 2
a

ml−1∑
i=1

γ(i+ 2
a
, Φ̃Ra

θ
)

i!
, (3)

where ml = ml, Φ̃ = γthr

Φ with γthr being the SNR
threshold for successful decoding and γ(·, ·) denoted the lower
incomplete gamma function [10].

Proof: The outage probability after l HARQ-CC rounds
can be evaluated as

Po,l = Pr

(
Φd−a

l∑
i=1

|hi|2 ≤ γthr

)
, (4)

By invoking the results provided in [8],
∑l

i=1 |hi|2 follows
the gamma distribution with scale parameter θ and shape
parameter ks = ml. Thus, by taking into consideration the
cumulative density function (CDF) of gamma distribution that
is equal to Fg(x) =

γ(k, xθ )

Γ(k) , and the PDF of the RV d, then
(4) can be rewritten as

Po,l =

∫ R

0

γ(ml,
Φ̃ya

θ )

Γ(ml)

2y

R2
dy, (5)

where Γ(·) is the Gamma function. Additionally, assuming that
m ∈ Z, it holds that ml ∈ Z, since l ∈ Z by definition and,
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Ps,j =
2θ

2
a

aR2Φ̃
2
a

Ñ
m−1∑
j1=0

γ
Ä
j1 +

2
a ,

Φ̃Ra

θ

ä
j1!

−
mj−1∑
j2=0

γ
Ä
j2 +

2
a ,

Φ̃Ra

θ

ä
j2!

+
1

Γ(m)

mj−1∑
j3=0

j3∑
j4=0

Ç
j3
j4

å
(−1)j4γ

Ä
j3 +m+ 2

a ,
Φ̃Ra

θ

ä
(j4 +m)j3!

é
(9)

thus, the lower incomplete gamma function can be written as
[10]

γ(ml,
Φ̃ya

θ
) = Γ (ml)

(
1− e−

Φ̃ya

θ

ml−1∑
i=0

Φ̃iyai

θii!

)
. (6)

Hence, by substituting (6) in (5), Po,l can be written as

Po,l =
2

R2

(∫ R

0

ydy −
ml−1∑
i=0

Φ̃i

θii!

∫ R

0

yai+1e−
Φ̃ya

θ dy

)
. (7)

By performing some manipulations, (3) can be extracted. This
concludes the proof.

B. Outage probability of an IoT network with CCSA

To accurately investigate the performance gains of HARQ-
CC in IoT wireless networks where multiple sensors access
the medium in a random manner, it is imperative to include
any collision events in the outage probability expression, as
they can lead to unsuccessful packet decoding, even if the
channel conditions are favorable. Thus, to deduce the outage
probability when CCSA is applied, it is required to describe
all the causes that can lead to outage.

Proposition 2: The outage probability of an IoT network,
that applies CCSA of l rounds and consists of S uniformly
distributed sensors within a disk of radius R is given as

PO,l = 1−
l∑

i=1

i∑
j=1

î
1− (1− q)

S−1
ói−j

(1− q)
j(S−1)

Ps,j ,

(8)
where q is the probability of each sensor to access the channel
in a specific time slot, and Ps,j is the probability of successful
decoding at the j-th round, which is provided at the top of the
page as (9), where mj = (j − 1)m.

Proof: The outage probability of the examined IoT net-
work can be calculated as the complementary probability
of successful data reception Psuc,l after l CCSA rounds.
Thus, to determine the value of Psuc,l, it is necessary to
account for all possible combinations of collision events and
channel conditions that led to unsuccessful packet delivery
in previous rounds, along with the successful reception of
data in the current round. Specifically, in the initial CCSA
round, the probability of successful reception is calculated
as (1− q)

(S−1)
Ps,1, i.e., no collision occurs and the packet

is successfully decoded at the first CCSA round. However,
in the case where the packet is successfully decoded in
the second round, we need to take into account the pos-
sible events that lead to the second CCSA round, i.e., the
communication was unsuccessful in the first round due to
collision or unfavorable channel conditions. Hence, successful
reception probability at the second CCSA round is given

as
î
1− (1− q)

S−1
ó
(1− q)

S−1
Ps,1+(1− q)

2(S−1)
Ps,2. Fol-

lowing similar steps for all rounds, (8) occurs. It should be
highlighted that, if a collision takes place, then no frame is
stored at the AP, meaning that the number of combined packets
at the AP in each CCSA round depends on the number of
previously occurred collisions.

In this direction, to obtain (8), we need to calculate the
probability of successful packet decoding at the j-th CCSA
round, which can be given as

Ps,j = Pr
Ä
γj−1
r ≤ γthr ∩ γj

r ≥ γthr
ä
, (10)

which can be rewritten as

Ps,j = Pr

(
Φ̃da − |hj |2 ≤

j−1∑
i=1

|hi|2 ≤ Φ̃da

)
. (11)

By conditioning on d, Ps,j can be calculated as

Ps,j|d =

∫ Φ̃da

0

∫ Φ̃da

Φ̃da−y

fA(y)fB(x)dxdy

+

∫ ∞

Φ̃da

fA(y)dy

∫ Φ̃da

0

fB(x)dx,

(12)

where A = |hj |2, B =
∑j−1

i=1 |hi|2, and fv(x) with v ∈
{A,B} denoting the PDF of gamma distribution which is
given as fv(x) = 1

Γ(kv)θvkv
xkv−1e−

x
θv , with kA = m,

kB = mj , and θA = θB = θ. Thus, after some algebraic
manipulations, Ps,j|d can be calculated as

Ps,j|d =
γ
Ä
mj ,

Φ̃da

θ

ä
Γ (mj)

−
γ
Ä
m, Φ̃da

θ

ä
Γ (m)

+

mj−1∑
i=0

i∑
j=0

Ç
i

j

å
(−1)j

Ä
Φ̃da
äi+m

i!θi(j +m)
.

(13)

Finally, to obtain Ps,j we need to consider the randomness of
the RV d, which can be done through the following integration

Ps,j =

∫ R

0

Ps,j|x fd(x) dx. (14)

By solving (14), we obtain (9). This concludes the proof.

C. Average throughput of an IoT network with CCSA

Next, we calculate the average throughput which express
the number of received bits per second. In more detail, the
average throughput can be considered as a critical evaluation
metric for IoT networks with multiple sensors, as it captures
both the frequency of outages and the utilized medium access
protocol’s efficiency. Therefore, a throughput of the proposed
network that applies CCSA is examined.
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T̄ =

l−1∑
i=1

i

i∑
j=1

î
1− (1− q)

S−1
ói−j

(1− q)
j(S−1) Ps,j + l

[
l−1∑
i=1

î
1− (1− q)

S−1
ól−1−i

(1− q)
i(S−1)

Po,i

+
î
1− (1− q)

S−1
ól−1

]
,

(15)

Proposition 3: The average throughput of an IoT network
that applies CCSA of l rounds with S randomly deployed
sensors within a disk of radius R, can be calculated as C̄ =
Rt

T̄
(1− PO,l), where Rt = Blog2 (1 + γthr) is the sensors’

transmit rate, B is the network’s bandwidth, and T̄ denotes
the average number of transmission rounds, which is given at
the top of the page as (15).

Proof: A system’s average throughput can be expressed
as the transmit rate Rt multiplied with the successful data
reception probability [2], [4]. However, for the examined
case where multiple transmission rounds may be required
for successful decoding, the average throughput needs to be
divided by the average number of the transmission rounds T̄ ,
which are dependent on the channel conditions. Specifically,
for favorable channel conditions and if no collisions occur, one
transmission can be sufficient for successful decoding. On the
contrary, in the case of unfavorable channel conditions, more
CCSA rounds may be needed to successfully decode a packet.

Considering that the number of occurred transmission
rounds is a discrete RV and that CCSA of l rounds is applied,
then T̄ can be calculated as T̄ =

∑l
i=1 iPr (T = i), where

Pr (T = i) is the probability that the transmission rounds are
equal to i, i.e., the data transmission is terminated at the
i-th round due to successful data decoding or reaching the
maximum number of permitted transmission rounds. In more
detail, regarding the first round, probability Pr(T = 1) equals
to (1−q)S−1Ps,1, since to successfully decode the transmitted
data at the first round, a collision should not happen while in
the meantime the channel conditions must enable successful
decoding. However, if i ∈ [2, l − 1] it becomes necessary
to consider all possible combinations of collision events and
channel conditions for each transmission. For instance, in
the second round the transmitted data can be successfully
decoded with probability

î
1− (1− q)

S−1
ó
(1− q)

S−1
Ps,1+

(1− q)
2(S−1)

Ps,2, meaning that two distinct scenarios must
be taken into account: i) The sensor encountered a collision in
the first round, successfully transmitted without experiencing
any collisions from the remaining (S − 1) sensors in the
second round, and had its message decoded, and ii) The sensor
managed to transmit without facing any collisions in the first
two rounds, its message was not decoded in the first round, but
it was successfully decoded in the second round. Regarding the
final round, where the transmission ends whether the message
is decoded or not, we can define the probability Pr(T = l) as
the chance of message failure, either from collisions or poor
channel conditions, in the previous l − 1-th round. Hence,

TABLE I: SIMULATION PARAMETERS

Parameter Notation Value

Reference distance d0 1 m

Sensor Access Probability q 1
S

Number of sensors S 10

Radius R 50 m

Bandwidth B 10 kHz

Transmit SNR γt 75 dB

SNR threshold γthr 0 dB

Spread Parameter Ω 1

Path Loss Exponent a 2.5

Shape Parameter m 3

Antenna Gain G 0 dB

Path Loss at ref. distance C0 −30 dB

considering the above, Pr(T = l) is given as

Pr(T = l) =

l−1∑
i=1

î
1− (1− q)

S−1
ól−1−i

(1− q)
i(S−1)

× Po,i +
î
1− (1− q)

S−1
ól−1

.

(16)

This concludes the proof.
IV. NUMERICAL RESULTS

In this section, the performance of an IoT network with S
randomly deployed sensors that applies CCSA of l rounds is
analyzed. Specifically, we validate the presented closed-form
expressions and we evaluate the efficiency of the proposed RA
protocol when it comes for outage performance and average
throughput. The simulation parameter used for the extraction
of the following figures are provided in Table I, where wit is
assumed that that both the AP and IoT sensors are equipped
with isotropic antennas, i.e., G = 1. Finally, unless it is stated
otherwise sensors are assumed to be uniformly distributed
within a disk of radius R = 50 meters.

Fig. 1 presents the outage performance of the examined
CCSA protocol with respect to R for various l values. It
is clearly illustrated that the utilization of CCSA leads to
enhanced network outage performance. More specifically, for
every R value, increased l leads to enhanced outage per-
formance, with the performance gain between l = 1 and
l = 2 being greater than the one between l = 2 and l = 3.
Furthermore, as expected, it can be seen that as the disk radius
R increases, then the outage probability deteriorates for all the
presented cases.

In Fig. 2, the effect of the sensors’ number on the network’s
outage performance is presented. It is noted that for every dif-
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Fig. 1: PO,l with CCSA of l rounds
versus R.
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Fig. 3: T̄ of IoT network with CCSA
of l rounds versus γthr.

ferent S value, sensors access probability becomes q = 1/S.
Once again, the performance gain between l = 1 and l = 2
is greater than the one between l = 2 and l = 3. Also, it can
be seen that, as S increases, PO,l shows an initial increase
which is followed by a gradual convergence. This behavior
indicates that there exists a specific S value after which, any
further increase on S does not significantly affect the outage
performance of the IoT network.

Finally, Fig. 3 illustrates the network’s average throughput
when CCSA is applied with respect to the SNR threshold
value γthr. Interestingly, for each l value, T̄ shows a convex
behavior, i.e., an initial increase which is succeeded by a
decrease. Furthermore, it is revealed that for every examined
RA protocol, the average throughput maximizes for a different
γthr value, meaning that there exists an optimum transmit rate
for each of the examined RA protocols. More specifically,
CCSA with l = 2 achieves its highest average throughput
value when γthr ≈ 4.2 dB, whereas CCSA with l = 3 achieves
optimal average throughput when γthr is approximately equal
to 5 dB. Finally, it should be highlighted, that for specific
γthr regions, the transition from l = 1 to l = 2 does not
lead to enhanced average throughput performance, even if
the complexity of the RA protocol is increased due to the
use of MRC at the receiver’s side. Specifically, this occurs
when γthr ∈ [0, 2.2] or γthr ∈ [9, 10]. Hence, the applied
RA protocol needs to be carefully selected according to the
sensors’ transmit rate so that the increased complexity has to
offer enhanced performance.

V. CONCLUSIONS

In this work, the performance of an IoT network that applies
a HARQ-CC-based RA protocol was presented. Specifically,
we provided closed-form expressions for the network’s outage
probability and average throughput that have been validated
through simulations. According to the provided numerical
results, it can observed that HARQ-CC can improve the
network’s performance even if the multiple access of the
network is based on RA protocols. Our future directions will
combine the reduction of the occurred collisions through low-
complexity transmission orchestration processes or through

manipulating the wireless propagation via the novel concept
of programmable wireless environments [11].
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