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Abstract—We consider the use of optical wireless data trans-
mission from the medical nodes in wireless body-area networks
(WBANs) for monitoring a patient’s vital signs. To investigate
efficient medium-access control (MAC) protocols, we contrast the
two developed standards of IEEE 802.15.6 and IEEE 802.15.7
from the points of view of energy efficiency and latency. The
first standard was originally developed for radio-frequency signal
transmission, whereas the latter is based on the optical wireless
technology. The comparison of the two protocols is made using
the Castalia simulator and realistic optical WBAN channel mod-
els from previous work. This study also offers valuable insights
into the performance of the latest IEEE 802.15.13 standard,
designed for optical WBANs.

Index Terms—Wireless body-area networks; optical wire-
less communications; patient monitoring; IEEE 802.15.6; IEEE
802.15.7; IEEE 802.15.13; Castalia simulator.

I. INTRODUCTION

Wireless body-area networks (WBANs) have emerged re-
cently as an efficient way for remotely monitoring patients or
elderly people either inside or outside hospitals and healthcare
centers [1]. In a typical WBAN, a few wearable medical sensor
nodes (SNs) transmit the acquired vital signs to a central
coordinator node (CN), placed on the patient’s body, what is
usually referred to as intra-WBAN connectivity. The CN, then
sends the collected data to an access point via a so-called
extra-WBAN link, which are finally forwarded to a remote
location via an external network.

A number of prototypes and proofs-of-concept have been
realized so far, mostly based on radio-frequency (RF) signal
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transmission. The majority of these studies have been based
on Zigbee and Bluetooth technologies [2]. The use of optical
wireless technology for signal transmission has become sub-
ject of interest more recently, as it has the potential to provide
enhanced security (due to the confinement of optical signals
in indoor spaces) and robustness against RF interference. It
also alleviates concerns about the health impact for individuals
exposed to electromagnetic radiation and the interference with
highly sensitive sensors designed to detect very weak sig-
nals [2]–[5]. Previous research on optical WBANs concerned
mainly the channel characterization and modeling for intra-
and extra-WBANs, and signal transmission with a focus on the
design of suitable and efficient multiple-access techniques in
the physical (PHY) layer for both cases [6]–[11]. However, as
the number of SNs or users (that share the same indoor space)
increases, more efficient multiple-access (MA) management
can be done in the medium-access control (MAC) layer. For
instance, in a recent work [11], we studied the performance
of the simple Slotted-ALOHA scheme for optical WBANs
and further proposed optimizing the network energy efficiency
using particle swarm optimization.

In terms of standardization, IEEE 802.15.6 was developed
in 2012 for RF-based WBANs for applications that are more
demanding in terms of data rate, as compared to the basic
IEEE 802.15.4 standard [12], [13]. Also, IEEE released the
IEEE 802.15.7 standard in 2011 for optical WBANs [14], [15],
which was revised later in 2018. The 802.15.6 and 802.15.7
standards have tried to address the requirements in terms
of quality-of-service (QoS), energy efficiency, and security.
Recently, IEEE released a new standard, IEEE 802.15.13 [15],
which incorporates numerous features from the 802.15.4 and
802.15.7 standards and enhances the data rate and commu-
nication range. Specifically, in the MAC layer, it follows
the design guidelines of 802.15.4, and utilizes a streamlined
version of the 802.15.7 MAC protocol, while incorporating
new functionalities.
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Our aim in this paper is to investigate the MAC protocols of
the IEEE 802.15.6 and 802.15.7 standards with the purpose of
designing efficient MAC protocols for use in optical WBANs.
More specifically, we want to compare them in terms of both
energy consumption and transmission latency when they are
used for an optical WBAN. This comparison is done using
the Castalia simulator, which is based on the OMNeT++
platform and is a convenient tool for simulating a realistic
wireless channel and nodes’ behavior in order to investigate
the efficiency of the communication protocols. To use this
simulator, we have first inserted the WBAN optical channel
model, extensively explored in [7], in order to include the
specificity of optical signal propagation in a typical indoor
environment. Then, considering a few typical examples of
medical sensors, we compare the energy consumption and the
latency of the network when using the MAC protocols of IEEE
802.15.6 and 802.15.7 standards. To the best of our knowledge,
no previous work has compared the energy efficiency of the
aforementioned protocols in detail.

The remainder of this paper is structured as follows. First,
some general connectivity requirements in WBANs are de-
scribed in Section II. Then, Section III reviews the existing
communication IEEE standards of 802.15.4, 802.15.6, and
802.15.7. In fact, the reason behind presenting 802.15.4 is that
802.15.7 has been built upon the foundation of this standard.
Afterwards, in Section IV, the performances of the two latter
protocols are compared using the Castalia simulator. Lastly,
Section V concludes the paper.

II. CONNECTIVITY AND MAC-LAYER PROTOCOLS

As mentioned before, MA management can be done at
either PHY or MAC layers. For medical sensors, which send
(mostly) a limited volume of data and in a rather sporadic
way, efficient MA can be done in the MAC layer, especially
for a relatively large number of nodes or users. This approach
can also offer reduced computational and hardware complexity
and improved energy efficiency. Indeed, energy efficiency is
a crucial point in medical WBANs in order to maximize
the battery lifetime of the medical sensors. For this reason,
special attention should be devoted to reducing the network
energy consumption in the MAC layer design. In fact, the
main reasons for energy wastage related to the MAC layer are
[16]:

• Packet Collisions: when two or more nodes try to access
the communication medium simultaneously;

• Idle Listening: when the nodes are always on standby,
waiting possible signal transmissions;

• Overhearing: when a node receives a packet addressed to
another node;

• Packet Overhead: when the message overhead has a non-
negligible size compared to the main message.

Therefore, the designed MAC protocols generally use energy-
efficient mechanisms to reduce energy consumption, such as:

• Low-power listening (LPL): where nodes wake up for a
short duration to check the channel activity; if the channel

Fig. 1. The IEEE 802.15.4 / 802.15.7 superframe structure [13]. In
this example, the CFP is divided into two GTS intervals for two
transmitting nodes with different data rate requirements.

is idle, nodes go into sleep mode, otherwise they stay on
to receive/send the data;

• Time-division MA (TDMA): where the nodes follow a
time schedule for signal transmission;

• Scheduled-contention mechanisms: where nodes use both
TDMA and contention techniques such as ALOHA or
carrier-sense MA with collision avoidance (CSMA/CA)
to manage both periodic and random transmissions.

As mentioned before, our aim in this paper is to compare
the efficiency of MAC protocols in the available standards for
WBANs, i.e., IEEE 802.15.6 (RF-based) and IEEE 802.15.7
(optical-based). For this, we use the Castalia simulator in
which both standards have been implemented. As a matter
of fact, we have not actually implemented the latter standard,
but have considered instead the IEEE 802.15.4 protocol, which
uses almost the same MAC protocol design as 802.15.7 [13],
[14].

III. OVERVIEW OF STANDARDS

Before presenting the performance comparison, we provide
a brief overview of the three above-mentioned standards and
their MAC protocols.

A. IEEE 802.15.4

This standard, which is in fact the basis of Zigbee, defines
the PHY and MAC layer specifications for low data rate wire-
less connectivity among relatively simple devices, typically
operating within a range of 10 meters or less, while ensuring
low power consumption. It is based on using the license-
free industrial scientific medical (ISM) frequency bands, with
typical data rates of 250 kbps in the 2.4 GHz band, 40 kbps
in the 915 MHz band and 20 kbps in the 868 MHz band
[13], [17]. The frame structure of this standard is shown in
Fig. 1, where it is separated into: the contention access period
(CAP), where devices contend via a slotted random access
mechanism; the contention free period (CFP), that provides
guaranteed time slots (GTS) for low latency for specific nodes
with more critical data to transmit; and the inactive period,
where nodes switch off to save energy [17]. Lastly, frames are
bounded by beacon periods of equal length.

B. IEEE 802.15.6

This standard defines three PHY layers of narrow-band
(NB), ultra-wideband (UWB), and human body communica-
tions (HBC), in order to cover the broad range of applications.
Originally, compared to 802.15.4, this standard was designed
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Fig. 2. IEEE 802.15.6 superframe structure [12].

to address applications that are more demanding in terms of
data rate (up to 10 Mbps) [12], [18].

Figure 2 shows the frame structure of the IEEE 802.15.6,
which is divided into exclusive access phase 1 (EAP1), random
access phase 1 (RAP1), Type I/II phase, EAP2, RAP2, Type
I/II phase, and a CAP interval. In EAP, RAP and CAP periods,
nodes contend for resource allocation using either CSMA/CA
or Slotted-ALOHA. RAP1, RAP2, and CAP are used for
regular traffic, whereas the EAP1 and EAP2 intervals are envi-
sioned for highest priority traffic such as reporting emergency
events. Type I/II phases are used for uplink, downlink, bilink
(bidirectional link), and delay bilink allocation intervals during
which, polling is used for resource allocation. Depending on
the application, any of these periods can be disabled by setting
its duration to zero.

C. IEEE 802.15.7

This standard specifies six different PHY, each one operat-
ing at a different data rate depending on the application [14],
[19]:

• PHY I: low data rates: tens to hundreds of kbps for
outdoor applications;

• PHY II: moderate connection rates: tens of Mbps for
indoor applications;

• PHY III: data rates of tens of Mbps based on color-shift
keying;

• PHY IV: data rates of up to 22 kbps for discrete light
sources;

• PHY V: data rates of up to 5.71 kbps for use with
scattered ambient sources of light;

• PHY VI: data rates of ∼kbps for digital displays operat-
ing at broadband speeds.

It also defines four random access methods: non-beacon-
enabled un-slotted random access, beacon-enabled slotted ran-
dom access, non-beacon-enabled un-slotted random access
with CSMA/CA, and beacon-enabled random access slotted
with CSMA/CA [20]. In the beacon-enabled mode, the time
axis is divided into superframes, each one being bounded by
beacons and divided into equally sized time slots. As shown
in Fig. 1, the frame can optionally be divided into active
(comprising of CAP and CFP periods) and inactive portions,
as described above for IEEE 802.15.4.

IV. PERFORMANCE COMPARISON

A. System setup

We consider a WBAN consisting of six nodes in a star
topology, with one node serving as CN, which has the role
of MAC control and data collection from five sensor nodes
(SN). Optical transmission is done in the infrared band. Table I

TABLE I
CONSIDERED SNS AND THEIR SPECIFICATIONS

Node # Bit Rate Packet Rate Sensor Type Position

SN1 32 kbps 38.08 pps Pulse oximetry Earlobe
SN2 3 kbps 3.57 pps Heart rate Lower arm
SN3 0.02 kbps 0.02 pps Temperature Shoulder
SN4 2 kbps 2.38 pps Glucose level Thigh
SN5 0.01 kbps 0.01 pps Blood pressure Upper arm

TABLE II
CHANNEL PATH LOSS CORRESPONDING TO THE DIFFERENT SNS

Node # Path loss

SN1 −58.2 dB
SN2 −55.5 dB
SN3 −55.6 dB
SN4 −53.0 dB
SN5 −57.0 dB

shows the considered sensors, their typical placement on the
human body, and their data generation rates, used in our
simulations [1]. The shown packet rates are used for Castalia
simulations given that the corresponding packet size used is
105 bytes. In addition, the considered channel path losses
between the CN and the SNs are shown in Table II. These
data are taken from [7, Table 4], and correspond to the infrared
channel loss for the case where the CN is located on the hip of
the user of 1.7 m height, who is in a stationary position (i.e.,
without movement) for the sake of simplicity, in the middle of
a (5× 5× 3) room and the LEDs used for signal transmission
are at 850 nm wavelength and of Lambertian order 1 (see [7]
for more details on the simulation parameters).

To use the Castalia simulator, we managed to match the
simulations with the optical equivalents for IEEE 802.15.4
and 802.15.6 protocols in order to investigate the two MAC
protocols in an optical communication scenario. We have
presented in Table III the parameters that we have modified
in the Castalia simulator.1 The considered battery energy for
both CN and SNs is 27000 joules, which corresponds to two
AA batteries. For the 802.15.7 protocol the CFP is activated
by turning on the GTS, by using the corresponding command
in the terminal. For the 802.15.7 standard, we have considered
the PHY II case with data rates of tens to hundreds of
kbps, which matched well the considered WBAN scenarios.
Also, the relevant random access method for our case is the
beacon-enabled random access slotted with CSMA/CA (see
Subsection III-C). For 802.15.6, the choice of the PHY layer
scheme (see Subsection III-B) does not influence the results as

1Parameter modification can be done in the Castalia C++ or .ned files. For
some specific parameters, like the output power, one has also to change the
acceptable values in the corresponding configuration file. Using a terminal
and some specific commands explained in the available manual, the results
were saved into text files before being analyzed. Concerning the simulator
installation, it is worth mentioning that the simulator is rather old and has
been developed using specific versions of libraries and software. For this
reason, one has to install first the right Ubuntu distribution, the correct library
versions and some adjustments in the python files used for script execution.
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TABLE III
SIMULATION PARAMETERS USED IN CASTALIA

Simulation time 5001 sec
Channel temporal variance None

Tx output optical power 12 dBm
PHY data rate 2250 kbps
Rx sensitivity −57 dBm

Rx power consumption 1.62 mW
Initial (battery) energy 27000 joules

Fig. 3. Comparison of total energy consumption per node (in Joules)
during the simulations for IEEE 802.15.6 and 802.15.7 standards.

we only use the MAC layer protocol here, which is the same
for the three supported PHY schemes [21].

B. Numerical results

1) Energy consumption: In Fig. 3, we have presented the
energy consumption per node during a simulation time of 5001
sec. At first glance, we notice the superiority of the 802.15.7
standard which achieves much less energy consumption for
all SNs. Meanwhile, the energy consumptions of the CNs are
almost identical, and very close to those of SNs for 802.15.6.
If we define the network lifetime as the time period until one
of the nodes runs out of energy, the two protocols perform
almost in the same way; the estimated network lifetime by
Castalia is about 193 days.

To understand better the relatively high energy consumption
by SNs in the case of the 802.15.6 protocol, we should notice
that it consists of contention periods, during which collisions
occur, which in turn, necessitate re-transmissions, thus, the
increased energy consumption. In contrast, the 802.15.7 has a
hybrid MAC protocol, consisting of contention and contention-
free periods, which results in less collisions, thus, a lower
energy consumption of the SNs (as we will show later at the
end of this section).

2) QoS: The QoS here is considered based on both network
latency and packet reception probability. Figure 4 compares
the latency for the transmitted packets for the two protocols,
where the y-axis indicates the number of packet transmissions
which have been delayed for the corresponding time period on

Fig. 4. Comparison of application-level latency (in ms). The y-axis
represents the number of packets. (There are still a few packets
received with longer delays, which are negligible and therefore not
shown in the figure for the sake of illustration clarity.)

TABLE IV
NUMBER OF PACKETS SENT FROM SNS TO THE CN.

SN1 SN2 SN3 SN4 SN5
802.15.6 124186 17880 102 10017 51
802.15.7 190910 18199 102 10201 52

the x-axis. We notice that 802.15.7 performs better as most of
the packets are received within a relatively shorter delay.

In order to compare the packet reception probability (PRP)
for the considered protocols, we have shown in Tables IV and
V, the corresponding numbers of packets sent from the SNs to
the CN, and those effectively received at the CN, respectively.
Note that the data rates are the same for both protocols, as
specified in Table I. Also, the same simulation time was set
with Castalia (5000 seconds). It is worth mentioning that the
difference between the numbers of effectively sent packets in
Table IV is due to the difference in the superframe structures,
see Figs. 1 and 2, and the fact that 802.15.6 uses contention
slots with CSMA, whereas 802.15.7 uses CSMA only in the
CAP periods (see Section III). As a result, the former protocol
incorporates longer waiting times, resulting in a lower number
of transmissions.

Based on these results, the PRP corresponding to ith SN is
calculated as:

PRPi = Pr,i/Pt,i, (1)

where Pr,i is the number of effectively received packets by
the CN and Pt,i is the number of packets sent by the ith SN
during the simulation interval. We have compared in Fig. 5
the PRP for different SNs, where we notice the advantage of

TABLE V
NUMBER OF PACKETS RECEIVED BY THE CN FROM SNS.

SN1 SN2 SN3 SN4 SN5
802.15.6 122880 16641 83 9175 40
802.15.7 190396 17848 99 9999 49
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Fig. 5. Comparison of packet reception probability per node.

TABLE VI
NUMBER OF PACKETS SENT FROM SNS TO THE CN DURING CAP

AND CFP SUPERFRAME PERIODS FOR IEEE 802.15.7.

SN1 SN2 SN3 SN4 SN5
Contention 20440 3317 61 1746 2

Contention-free 170470 14882 41 8455 50

802.15.7 over 802.15.6. Indeed, the latter protocol does not
manage to handle packet reception as efficiently as 802.15.7
and, consequently, experiences more packet loss due to expe-
riencing greater interference issues. For instance, for 802.15.6
the total number of packets that fail to arrive at the CN because
of collisions is 3417 compared with 1073 for 802.15.7.

One can get more insight into packet reception using further
output from Castalia simulations. For instance, there is a small
loss of 11 packets because of synchronization problems for
802.15.6, which is not the case for 802.15.7. Furthermore,
for both protocols, a number of acknowledgement (ACK)
messages from the CN do not arrive at the SNs, either because
the actual message does not arrive at the destination or the
ACK message faces a collision itself. For example, SN1 fails
to receive 32 control and ACK messages when using 802.15.7,
compared with 789 control and ACK messages when using
802.15.6, based on the Castalia results.

To further explain these results, we should note that, as
stated in Subsection III-B, 802.15.6 relies on contention for
the channel access, and as a result, packet collisions result in
degraded QoS and increased energy consumption. However,
the 802.15.7 protocol is more robust in terms of interference
management, due to the use of CFP periods in the MAC su-
perframes in addition to CAP interval, see Fig. 1. To illustrate
this in more detail, we have presented in Table VI the numbers
of transmitted packets from the SNs to the CN for the case of
802.15.7 during CAP (contention) and CFP (contention-free)
periods, where we can see that most packets are sent during
the CFP periods. Note, for 802.15.6 all transmissions happen
in the contention mode.

V. CONCLUSION AND DISCUSSIONS

In this paper we presented a comparative study in order to
evaluate the suitability of the MAC protocols of two IEEE
standards, namely 802.15.6 and 802.15.7, for managing MA
in a medical WBAN. We focused on the two main criteria of
energy efficiency and QoS in terms of network latency and
effective packet reception rate, which were investigated using
the Castalia simulator, with parameters adapted to the case of
optical wireless connectivity. Although the estimated network
lifetime is roughly the same for both protocols, 802.15.7
performs better in terms of energy efficiency of SNs, which are
the most difficult to replace. In terms of QoS on the other hand,
although 802.15.6 promises shorter latency, 802.15.7 manages
contention in a better way. Given that the MAC layer of the
802.15.13 is similar to 802.15.7, the same robustness against
packet collisions is expected, making it a promising candidate
for the new generations of optical WBANs.

Our future work will consider the implementation of these
protocols and their further optimization to improve both energy
efficiency and QoS for an optical WBAN, and study the trade-
off between complexity, energy consumption, and QoS.
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[6] A. Julien-Vergonjanne, S. Sahuguède, and L. Chevalier, “Optical wire-
less body area networks for healthcare applications,” in Optical Wireless
Communications: An Emerging Technology, M. Uysal, C. Capsoni,
Z. Ghassemlooy, A. Boucouvalas, and E. Udvary, Eds. Springer
International Publishing, 2016, pp. 569–587.

[7] O. Haddad, M. A. Khalighi, S. Zvanovec, and M. Adel, “Channel
characterization and modeling for optical wireless body-area networks,”
IEEE Open Journal of the Communications Society, vol. 1, pp. 760–776,
2020.

[8] M. J. Hasan, M. A. Khalighi, J. Garca-Mrquez, and B. Bchadergue,
“Performance analysis of optical-CDMA for uplink transmission in
medical extra-WBANs,” IEEE Access, vol. 8, pp. 171 672–171 685, Sept.
2020.

[9] O. Haddad, M. A. Khalighi, and S. Zvanovec, “Performance analysis of
optical extra-WBAN links based on realistic user mobility modeling,”
SPIE Optical Engineering, vol. 61, no. 2, p. 026113, 2022.

[10] M. J. Hasan, M. A. Khalighi, V. Jungnickel, L. N. Alves, and B. Bchader-
gue, “An energy-efficient optical wireless OFDMA scheme for medical
body-area networks,” IEEE Transactions on Green Communications and
Networking, vol. 6, no. 3, pp. 1806–1818, 2022.

[11] C. Giachoudis, K. G. Rallis, V. K. Papanikolaou, S. A. Tegos, P. D.
Diamantoulakis, M.-A. Khalighi, R. Schober, and G. K. Karagiannidis,
“On the application of Slotted-ALOHA in optical wireless body-area
networks,” Proc. International Balkan Conference on Communications
and Networking (BalkanCom), June 2024, Ljubljana, Slovenia.

[12] “IEEE standard for local and metropolitan area networks–part 15.6:
Wireless body area networks,” IEEE Std 802.15.6, 2012.

2024 14th International Symposium on Communication Systems, Networks and Digital Signal Processing (CSNDSP)

215

Authorized licensed use limited to: Aristotle University of Thessaloniki. Downloaded on September 23,2024 at 09:42:32 UTC from IEEE Xplore.  Restrictions apply. 



[13] “IEEE standard–local and metropolitan area networks–specific
requirements–part 15.4: Wireless MAC and PHY specifications for
low-rate wireless personal area networks (LR-WPANs),” IEEE Std
802.15.4, 2015.

[14] “IEEE standard for local and metropolitan area networks–part 15.7:
Short-range wireless optical communication using visible light,” IEEE
Std 802.15.7, approved 2018.

[15] K. L. Bober, E. Ackermann, R. Freund, V. Jungnickel, T. Baykas, and
S.-K. Lim, “The ieee 802.15. 13 standard for optical wireless commu-
nications in industry 4.0,” in IECON 2022–48th Annual Conference of
the IEEE Industrial Electronics Society. IEEE, 2022, pp. 1–6.

[16] P. S. Ezhil and K. Selvaradjou, “Performance evaluation of energy
efficient MAC protocol for wireless body area network,” in IEEE
International Conference on System, Computation, Automation and
Networking (ICSCAN), 2019, pp. 1–7.

[17] J. Zheng and M. J. Lee, “A comprehensive performance study of ieee

802.15.4,” Sensor network operations, vol. 4, pp. 218–237, 2006.
[18] T. Benmansour, T. Ahmed, S. Moussaoui, and Z. Doukha, “Performance

analyses of the IEEE 802.15.6 wireless body area network with hetero-
geneous traffic,” Journal of Network and Computer Applications, vol.
163, p. 102651, 2020.

[19] M. Bhutani, B. Lall, and M. Agrawal, “An efficient and adaptive su-
perframe structure for IEEE 802.15.7-based real-time sensor networks,”
2023, Research Square, DOI 10.21203/rs.3.rs-3038495/v1.

[20] S. K. Nobar, K. A. Mehr, and J. M. Niya, “Comprehensive performance
analysis of IEEE 802.15.7 CSMA/CA mechanism for saturated traffic,”
Journal of Optical Communications and Networking, vol. 7, no. 2, pp.
62–73, 2015.

[21] S. Ullah, M. Mohaisen, and M. A. Alnuem, “A review of IEEE
802.15.6 MAC, PHY, and security specifications,” International Journal
of Distributed Sensor Networks, vol. 9, no. 4, p. 950704, 2013. [Online].
Available: https://doi.org/10.1155/2013/950704

2024 14th International Symposium on Communication Systems, Networks and Digital Signal Processing (CSNDSP)

216

Authorized licensed use limited to: Aristotle University of Thessaloniki. Downloaded on September 23,2024 at 09:42:32 UTC from IEEE Xplore.  Restrictions apply. 


