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Abstract—In sixth-generation (6G) wireless communication
systems, the coexistence of enhanced mobile broadband (eMBB)
and massive machine-type communications (mMTC) services
requires the investigation of appropriate multiple access schemes.
In this direction, this paper delves into the hybrid eMBB-
mMTC policy, focusing on the implications of non-orthogonality
in contention-based access schemes and combining the strengths
of slotted ALOHA and successive interference cancellation to
address the challenges of this hybrid policy. Closed-form expres-
sions for the outage probability, which are crucial for deriving
the throughput of the sources, are presented and integrated into
a comprehensive analysis. Finally, simulation results are used
to validate the provided theoretical expressions, highlighting the
effects of random source deployment within the hybrid eMBB-
mMTC framework and highlighting the potential and challenges
of this policy in shaping the future of 6G wireless communication
systems.

Index Terms—random access, slotted ALOHA, NOMA, SIC,
randomly distributed sources, outage probability, throughput,
mMTC, eMBB

I. INTRODUCTION

The evolution of sixth-generation (6G) wireless networks
will build on the advances of 5G and delve deeper into areas
such as enhanced mobile broadband (eMBB) and massive
machine-type communications (mMTC) [1], [2]. As these
networks evolve, the concept of network slicing emerges as a
key strategy. This approach facilitates the dynamic allocation
of resources, allowing them to be tailored to specific use
cases and requirements. Such adaptability becomes critical
when considering the diverse requirements of high-data-rate
eMBB applications and the sporadic, massive connectivity of
mMTC, especially in the context of the Internet of Things
(IoT). The integration of these domains, as seen in hybrid
policies, highlights the importance of developing advanced
multiple access schemes to address the unique challenges they
present.

In this context, the potential of power domain non-
orthogonal multiple access (NOMA) over its orthogonal coun-
terpart has been recognized [3]–[5]. This transition to NOMA
highlights the importance of multi-user detection techniques.
Successive interference cancellation (SIC), the foundation of
NOMA, emerges as a key technique. It works by decoding
the signal from a source, treating other signals as interference,
and, upon successful decoding, subtracting the decoded signal

from the superimposed received signal. This mechanism is
particularly important in uplink NOMA, which offers an ex-
tended capacity region compared to orthogonal multiple access
(OMA), potentially improving spectral efficiency [6], [7]. The
integration of slotted ALOHA (SA) with SIC represents a
promising solution to address network congestion and improve
the efficiency of mMTC networks in hybrid scenarios [8]–[10].
However, the practical challenges, especially in the context
of the hybrid eMBB-mMTC policy with its unique source
deployment, require further investigation [11], [12]. To the
best of the authors’ knowledge, the intricacies of SA-SIC in
such hybrid contexts remain underexplored.

Motivated by the challenges and potential of the hybrid
eMBB-mMTC policy in the context of 6G networks, this
work delves into the implications of non-orthogonality in a
hybrid eMBB-mMTC scenario, especially when considering
random source deployments. Specifically, the contributions of
this work are as follows:

• In light of the complexities associated with breaking
orthogonality in environments with random source de-
ployment, a comprehensive policy for the hybrid eMBB-
mMTC scenario has been formulated. For the evaluation
of this policy’s performance, we examine a scenario that
employs the SA-SIC protocol, in which an eMBB device,
located at a fixed location, shares its dedicated resource
block with multiple mMTC devices that are randomly
deployed within a ring.

• Closed-form expressions for the outage probability of the
system, aligned with the aforementioned scenario, are
presented. Using these expressions, the throughput of the
sources for the hybrid eMBB-mMTC policy is derived.

• Finally, the provided theoretical expressions are validated
through simulation results, emphasizing the effects of
random source deployment within the hybrid eMBB-
mMTC framework, from which valuable insights are
derived for the design and optimization of such policies.

The remainder of this paper is organized as follows. The
system model is described in Section II. The performance
analysis of the considered network is presented in Section III
and the numerical results are presented in Section IV. Finally,
Section V concludes the paper.
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II. SYSTEM MODEL

We consider a network setup comprising a single-antenna
base station (BS) with perfect channel state information (CSI)
and N single-antenna sources. These sources transmit their
signals within structured time intervals, as time is systemati-
cally segmented into frames. The received signal-to-noise ratio
(SNR) for the i-th source can be represented as

γi =
li|hi|2pi

σ2
, (1)

where σ2, hi, and pi represent the variance of the additive
white Gaussian noise (AWGN), the small-scale fading coeffi-
cient between the i-th source and the base station (BS), and the
transmitted power of the i-th source, respectively. Furthermore,
the network’s path loss factor is given by

li = cd−n
i , (2)

with c, di, and n being the path loss at reference distance d0,
the distance between the i-th source and the BS, and the path
loss exponent, respectively. Under the assumption of Rayleigh
fading, |hi|2 adheres to the exponential distribution with a
rate parameter of 1, leading to γi following the exponential
distribution with rate parameter bi = σ2

lipi
.

For a realistic representation of a network with randomly
deployed sources, the sources are assumed to be uniformly
distributed within a circular ring centered around the BS. The
distance between the i-th source and the BS is modeled as
a random variable with its cumulative distribution function
(CDF) given as

Fdi
(x) =

x2 − r2

R2 − r2
, x ∈ [r,R] , (3)

and its probability density function (PDF) as

fdi
(x) =

2x

R2 − r2
, x ∈ [r,R] . (4)

By setting r = 0, the CDF and PDF for the scenario in which
sources are uniformly distributed in a circular disk are derived,
making the analysis general enough to encompass this case.

Within the hybrid eMBB-mMTC framework, the adoption
of contention-based (CB) access schemes is driven by the
need for flexible channel access. Specifically, CB schemes,
characterized by their probabilistic approach, allow sources
to access the channel, potentially leading to either single or
multiple sources using the channel in any given time slot.
Therefore, given the inherent unpredictability of CB access
schemes, there is a pressing need for strategies that can ef-
fectively manage potential collisions and ensure uninterrupted
communication. In this direction, the SA-SIC protocol, which
combines the principles of SA and SIC, stands out as a
promising solution, as it can address these challenges but also
reduce collisions, and thus, enhance the network’s reliability
by managing interference from simultaneous transmissions.
Specifically, this protocol can support up to two sources being
active in the same time slot, while the simultaneous channel
access by three or more sources leads to a collision. This

is a notable upside of this protocol over conventional OMA
protocols, such as SA, which can support only one source
accessing the channel in each time slot.

Delving deeper into the SA-SIC protocol, at the start of
each frame, the BS transmits a preamble packet. This packet
aids in frame synchronization and informs sources about the
available random access (RA) slots in that frame. To further
clarify the RA mechanism, we consider the random variable
Ii ∈ {0, 1} defined as the outcome of a Bernoulli trial, where

Ii(t) =

®
1, with probability qi

0, with probability 1− qi.
(5)

The access probability of Ii, represented as E [Ii] = qi, indi-
cates a scenario where the i-th source transmits information
in a specific time slot.

In the SA-SIC framework, the probability of K sources
accessing the channel concurrently is determined by the cu-
mulative outcome of N Bernoulli trials. This probability is
given by the probability mass function of the Poisson binomial
distribution

Pr(K = k) =
∑
A∈Fk

∏
i∈A

qi
∏
j∈Ac

(1− qi), (6)

where Fk represents the set of all subsets of k integers chosen
from {1, 2, ..., N}. In this setup, for scenarios where only the
i-th source accesses the channel, the achievable rate is

Ri = B log2(1 + γi), (7)

where B denotes the available bandwidth. However, given the
competitive nature of channel access and the inherent charac-
teristics of SA-SIC, the achievable rates for two simultaneous
source transmissions are given as

Ri,1 = B log2

Å
1 +

γi
γj + 1

ã
. (8)

If its message is decoded second, then the achievable rate is
given by

Ri,2 = B log2

Å
1 +

γi
ϵγj + 1

ã
, (9)

where ϵ ∈ {0, 1} represents the result of the first decoding.
Specifically, ϵ = 1, when the decoding of the j-th source is
correct, while ϵ = 0, if the first decoding fails.

III. PERFORMANCE ANALYSIS

In the hybrid eMBB-mMTC framework, it is essential to
assess the network’s reliability and performance, especially
when considering the unique source deployment scenario and
the SA-SIC protocol. Therefore, it is imperative to analyze
the outage and throughput performance of the network in the
presented context. In order to calculate the aforementioned
metrics, it is necessary to define the threshold for the i-th
source, which is expressed as

βi = 2
R̂i
B − 1, (10)

where R̂i represents the target rate of the i-th source.
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TABLE I: Cases for Φ2.

Conditions Term Expressions
β
i
β
j
≥

1

djx > R Φ11
2

2

R2 − r2

∞∑
k=0

Ä−1

k

äÇpid
n
j

pjβi

å−k γ
(
nk+2

n
, σ2βiR

n

cpi

)
− γ

(
nk+2

n
, σ2βir

n

cpi

)
n
Ä
σ2βi
cpi

änk+2
n

djx < r Φ21
2

2

R2 − r2
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k=0

Ä−1

k
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n
j

pjβi

åk+1 γ
(
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n
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)
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(
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cpi

)
n
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cpi
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n

r
<

d
j
x
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R

Φ31
2

2
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Ä−1

k

äÇpid
n
j

pjβi

å−k γ
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n
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n

cpi

ã
− γ

(
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n
, σ2βir

n
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n
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(
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n
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)
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n
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cpi
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n

β
i
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j
<

1

djx > R Φ12
2 Φ11

2 −
2
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∞∑
k=0

Ä−1

k
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n
j

pjβi

å−k

e
−

σ2βj(βi+1)dnj
(1−βiβj)cpj

γ
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n
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(1−βiβj)cpi

ã
− γ

Å
nk+2

n
,
σ2βi(βj+1)rn

(1−βiβj)cpi

ã
n
(

σ2βi(βj+1)

(1−βiβj)cpi

)nk+2
n

djx < r Φ22
2 Φ21

2 −
2

R2−r2

∞∑
k=0

Ä−1

k

äÇpid
n
j

pjβi

åk+1

e
−

σ2βj(βi+1)dnj
(1−βiβj)cpj

γ

Å
2−nk−n

n
,
σ2βi(βj+1)Rn

(1−βiβj)cpi

ã
−γ

Å
2−nk−n

n
,
σ2βi(βj+1)rn

(1−βiβj)cpi
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n
(

σ2βi(βj+1)

(1−βiβj)cpi
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n
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j
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n
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e
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σ2βj(βi+1)dnj
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n
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ã
− γ

Å
nk+2

n
,
σ2βi(βj+1)rn

(1−βiβj)cpi

ã
n
(

σ2βi(βj+1)

(1−βiβj)cpi
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,
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n

(1−βiβj)cpi

ã
n
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σ2βi(βj+1)

(1−βiβj)cpi

) 2−nk−n
n

A. Outage Probability

The following theorem provides the outage probability of
the i-th source within the hybrid eMBB-mMTC scenario,
considering the specific source deployment.

Theorem 1: The outage probability of the i-th source, when
both i-th and j-th sources access the channel, is expressed as:

Pij = Φ1 − Φ2 +Φ3 +Φ4, (11)

where

Φ1 = 1− e
−

σ2βjd
n
j

cpj (12)

The expressions for Φ2, Φ3, and Φ4 can be found in Tables I,
II, and III, respectively. The variables x and y are defined as
x = n

»
pi

βipj
and y = n

√
βjpi

pj
.

Proof: A detailed proof is available in Appendix A.
The primary condition in each table pertains to the product

of the thresholds for each source, influencing the expression
of (15), as detailed in Appendix A. The subsequent conditions
in the tables, which the expressions rely upon, encompass
all potential correlations between the distance dj of the j-
th source from the BS and the radii r and R of the ring where
the i-th source is located.

B. Throughput Analysis

In the context of the hybrid eMBB-mMTC framework, it
is essential to evaluate the throughput, especially considering
the distinct source deployment and the SA-SIC access scheme.
Specifically, in such scenarios where SA-SIC is employed, the
throughput for the i-th source is expressed as

R̃i = R̂iqi
∏
k ̸=i

(1− qk)(1− Pi)

+ R̂iqi
∑
j ̸=i

qj
∏
k ̸=i,j

(1− qk)(1− Pij),
(13)

where Pi denotes the outage probability when only one source
accesses the channel in a specific time slot. The outage
probability when the i-th source is distributed in a circular
ring and solely accesses the channel is given as

Pi = 1− 2

R2 − r2

Ö
γ
Ä
2
n ,

σ2βiR
n

cpi

ä
− γ
Ä
2
n ,

σ2βir
n

cpi

ä
n
Ä
σ2βi

cpi

ä 2
n

è
.

(14)

IV. NUMERICAL RESULTS

In this section, we present the performance of the considered
network and validate the derived expressions with simulations.
We assume the path loss factor is given by (2), with c = 10−3
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TABLE II: Cases for Φ3.

Conditions Term Expressions

β
i
β
j
≥
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djy > R Φ11
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n
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d
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k=0

Ä−1
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äÇpiβjd
n
j

pj

å−k

e
−

σ2βj(βi+1)dnj
(1−βiβj)cpj

γ

Å
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n
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n
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ã
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n
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TABLE III: Cases for Φ4.

Condition Expressions

djy > R
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k
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n
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and n = 2.5. Furthermore, without loss of generality, it is
assumed that the number of sources is N = 10, N − 1 are
randomly deployed and 1 is located in a constant distance
from the BS. The fixed user is always active, while the rest
access the channel with a probability of qi = qj = qk = 1/N ,
and βi = βj = β = 2 unless stated otherwise. It is assumed
that ri = 5 m, Ri = 10 m, and dj = 15 m, where ri and
Ri denote the inner and outer radii of the ring in which the
i-th source is uniformly distributed. Regarding the values of
the SNR used in the simulations are concerned, the fact that
transmit SNR is used justifies the values in the x-axes.

In Fig. 1, the outage probability of the i-th source versus
the transmit SNR of the system is illustrated for various values
of β, when two sources transmit simultaneously. As expected,
lower threshold values correspond to lower outage probabili-
ties, as does increasing the SNR. It should be highlighted that,
for βiβj > 1, the outage probability is bounded by a minimum
value, which is not the case for βiβj ≤ 1.

In Fig. 2, the throughput versus qi for the CB system is
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presented in the context of the hybrid eMBB-mMTC policy,
offering insights across varying SNR values. This depiction is
based on a scenario where N−1 randomly distributed sources
access the channel with a probability of qi, complemented
by a single, constantly active source at a fixed position. The
system throughput, which primarily mirrors the performance
of the randomly distributed sources, confirms the practical
implications of the policy. As the transmit SNR increases, a
notable increase in throughput is observed for consistent qi
values. Specifically, the system reaches its peak throughput at
qi = 0.12, but any increase beyond this point leads to a decline
in throughput, which is attributed to the increased collision
rate as the sources try to access the channel more frequently.
A key takeaway from this figure is the observed stabilization
of the maximum throughput as SNR values rise, indicating
that a mere amplification of SNR might not always enhance
throughput, particularly when considering the dynamics of the
hybrid eMBB-mMTC policy.

Finally, in Fig. 3 the throughput of the network versus
the transmit SNR is depicted, offering insights into the hy-
brid eMBB-mMTC policy’s performance. As expected, the
throughput increases for greater values of SNR, aligning with
the simulation results for the outage probability. However,
the influence of β on throughput presents an interesting
contrast to its effect on the outage probability. Specifically,
for small values of β, even though the outage probability
decreases, the throughput does not display the anticipated
increase. This observation can be explained by considering
that higher SNR means greater power allocated to the correct
message transmission, allowing the system to support higher
transmission rates according to (10).

V. CONCLUSIONS

In this work, we investigated a hybrid eMBB/mMTC policy
in 6G uplink wireless systems, highlighting the implications
of non-orthogonality in CB access schemes. Our focus was on
an RA protocol based on SA and SIC, termed SA-SIC, which
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is specifically designed for this hybrid policy. By deriving the
outage probability and subsequently calculating the throughput
for the system, we captured the dynamics of the hybrid
eMBB/mMTC setting. Simulations were performed to validate
our theoretical results while demonstrating the implications
and challenges of the hybrid eMBB/mMTC policy. To this end,
our work provides valuable design insights and underscores the
importance of the hybrid eMBB/mMTC policy in shaping the
future of 6G wireless systems.
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APPENDIX A
PROOF OF THEOREM 1

The outage probability of the i-th source, when two sources
access the channel simultaneously and SIC is utilized as the
detection technique for constant distances between the sources
and the BS, is given by [8]

Pij = 1− e−bjβj︸ ︷︷ ︸
ϕ1

− bje
−biβi

biβi + bj
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+
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bi
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(15)

where

c4 =
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(17)

To derive the outage probability, (15) should be integrated with
respect to di ∈ [r,R]. Similar procedure is followed for all
terms of (15), thus it is presented indicatively for the second
term of (15), for which it stands that

ϕ2=
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å
, βiβj < 1.

(18)
To integrate this expression, the negative binomial series is
required, which arises in the binomial theorem for negative
integer exponent and is given by

(x+ a)−n =

∞∑
k=0

Ç
−n

k

å
xka−n−k, (19)

TABLE IV: Negative binomial series.

Condition Integral Expression
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for |x| < a. Considering the requirement for convergence
during the integration, the cases presented in Table IV occur.
Finally, utilizing [13, (3.381.8)], i.e.,∫ u

0

xme−βxn

dx =
γ (υ, βun)

nβυ
, (20)

where υ = m+1
n , the final expressions are derived. Similarly,

the rest of the terms are calculated, thus completing the proof.
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